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Information-Security-Specialist

UniCredit Business Integrated Solutions (UBIS) is the UniCredit’s global services company created from the integration and consolidation of 16 Group companies and is dedicated to providing services in the sectors of Information and Communication Technology (ICT), Back Office and Middle Office, Real Estate, Security and Procurement. It is one of the first service companies to be created at European level and its’ aim is to consolidate and reorganize those operational activities necessary for the correct functioning of the Groups’ business by leveraging on a more flexible delivery and an improved response time.
UBIS Security Area is organized in 5 factory lines (Antifraud Security, Cyber Security,Infrastructure & Application, Data & Identity Protection and Physical Security) and 2 governance structures (Business Continuity & Crisis Management and Security Demand Mgmt & Architecture).

In accordance to Security Group Rules and in compliance with local laws and Regulations – it provides all activities related to security services aimed at preventing and managing any criminal events or disruptions in business that could damage the organization, its tangible and intangible assets and/or have a negative impact on its customers.

Number of Vacancies: 6
Within this environment, you will have to:

• support the definition of new strategic approaches in Cyber Security

• execute vulnerability tests and penetration tests of web and mobile applications

• constantly analyze and study cyber threats and their potential occurrence and impact on UniCredit perimeter

• support project related to systems and software solutions implementation/enhancing

• managing network security-related activities and user-supporting services in a multinational environment, both hands-on and relying on third parties

All these activities will be practiced and deep dived by means as:

1. training on the job in UBIS Security Area

2. classroom training as part of a 1st level University Master program in Security delivered with the partnership of Politecnico di Milano and Cefriel
What we expect from you:

· Young Graduates under 30

· Bachelor Degree in Information Technology, Engineering, Maths, Physics, Statistics, Computer Science

· Fluent English (written and spoken)

Technical skills:

• knowledge and comprehension of complex technical environments;

• knowledge of:

1. main internet technologies and protocols (http, https, stmp, soap, ssh, etc);

2. Main OS: Windows and Linux;

3. SIEM;

4. Load Balancers, Proxies and Firewalls;

5. Programming languages: Web (HTML, CSS, xml, JavaScript), Java (J2EE, Servlets, portlets), Bash, Scripting (Bash and Python);

6. Security tools (such as antimalware platform, forensics tool, big-data for security)

7. Project Management certification is appreciated

8. General Knowledge about Main Enterprise Architectures

Soft skills:

• Ability to handle stress and high tolerance to tight schedule together with problem solving attitude.

• Collaboration and team work attitude

• Genuine passion in security technologies

• Analytical skills
Tipologia contrattuale:

alto apprendistato
Sede di lavoro:

Milano
Per candidarsi:

Inserire la propria candidatura, accedendo a questo link: 
https://jobs.unicredit.eu/ubis/job/Milano-Information-Security-Specialist/437796401/).
L’annuncio sarà visibile fino al 30/04 p.v.
Il CV dovrà contenere l’autorizzazione al trattamento dei dati personali ai sensi del D. Lgs. n. 196/2003 ed attestazione di veridicità ai sensi del DPR n.445/2000. 

Il presente annuncio è rivolto ad ambo i sessi, ai sensi della normativa vigente.
